
We are seeking a skilled individual to be responsible 
for ensuring our systems and data are adequately 
protected in order to fulfi l the company’s mission and 
commitment to its clients to safeguard their information. 
The successful candidate will report to the Head of 
Information Technology.

Core responsibilities include:

• Protect systems by defi ning access privileges, 
control structures, and resources

• Recognize problems by identifying anomalies and 
reporting violations

• Determine security violations and vulnerabilities by 
conducting periodic and continuous security audits

• Enhance system security by designing, 
implementing, and maintaining security controls

• Perform risk assessments and security testing of 
data processing systems

• Author and maintain security policy and framework 
documentation

• Align security operations with industry standards 
and compliance regulations

• Manage cyber security incident response 
procedures and assist in disaster recovery and 
business continuity planning and testing 

Qualifi cations and experience required:

• University level degree in a related fi eld (e.g. 
Computer Science, Information Technology, etc.) 
or equivalent work experience

• Technical certifi cations such as CISSP, CISA, 
CISM, GSEC, CompTIA Security+, etc.

• Minimum of three years’ experience in information 
technology security related roles

• Working knowledge of information security 
frameworks such NIST, ISO 27001/2, etc.

• Working knowledge of information compliance 
regulations such as PIPA, HIPAA, GDPR, etc.

• In-depth knowledge of network and data technologies
• In-depth knowledge of security and data protection 

technologies and architectures
• Familiarity with data classifi cation and experience 

in administering data classifi cation systems would 
be an asset

• Understanding of commercial implication of security 
and risk, ideally in a fi nancial services context

• A demonstrated ability to resolve technical issues 
with moderate assistance and guidance

• Possess initiative, imagination, resourcefulness and 
sound judgment in execution of work assignments; 
ability to communicate clearly and concisely

• Ability to deal tactfully, effectively, and equitably 
with customers and vendors; ability to work as a 
member of a team 

Closing Date:  Wednesday, October 4, 2017

Information Security Analyst

Argus strives to provide complete customer satisfaction by recruiting,
developing and retaining the very best people who are committed to offering
our customers exceptional service. Argus is an equal opportunity employer.

Send your resume to: Human Resources Department,
The Argus Group, 14 Wesley Street, Hamilton, HM11 or,
The Argus Group, P.O. Box HM 1064, Hamilton HM EX
tel: 295-2021 l fax: (441) 292-6763
email: resume@argus.bm l www.argus.bm


